Over the last decade, Russia has been putting into operation its vision of strategic deterrence, a doctrinal approach built on a demonstrated spectrum of capabilities and a resolve to use military force. Russia’s strategic deterrence is conceptually different from its Western namesake in that it is not limited to nuclear weapons.

This article introduces Russia’s strategic deterrence, highlights its escalatory potential, and discusses challenges in mitigating its dangers.

Russian military analysts describe strategic deterrence as primarily a defensive strategy that seeks to prevent conflict and to control escalation if a conflict breaks out. If tested in a military conflict with the West, however, some of its elements could well fuel escalation dynamics. Most notably, Russia’s plans to control escalation by using conventional precision-strike missile systems on an opponent’s military and economic targets raise the risk of unintended escalation, especially when employed alongside cyber- and electronic warfare capabilities.

If a conflict involving Russian and U.S./NATO forces erupts, policymakers on both sides will find themselves unprepared to deal with numerous escalation-management challenges, which include understanding the nature of Russia’s deliberate escalation and mitigating the dangers of unintended escalation on both sides. The most urgent step to curbing the escalation potential of such a conflict is a shared commitment to avoid the unintended use of nuclear weapons. This foundation can help facilitate the management of escalation risks that will persist in the relationship between Russia and the West for
the foreseeable future.

Russia's Approach

Russia's strategic deterrence approach is grounded in its understanding of internal and external threats and its sense of asymmetry toward the West. 2 Russian military doctrine describes perceived dangers from the United States and NATO readiness to use military force, instability and terrorism that could challenge Russia's sovereignty, and a local conflict on its vast borders that could escalate, including to the use of nuclear weapons. 3 Russian officials also have concerns about their inability to counter Western military technological developments and the dangers posed by the proliferation of weapons of mass destruction technologies to state and nonstate actors.

As part of strategic deterrence, Russia developed a spectrum of nonmilitary and non-nuclear and nuclear capabilities intended for continuous employment in peacetime and wartime. 4 On one end of this spectrum are nonmilitary means that Russian leaders see as tools to achieve Russia's national interests without the direct use of military force. Russia's political and “information war” activities have received a lot of attention in the West as a Russian innovation. Yet, Russian military officials and analysts have argued that Russia learned this approach from observing Western activities, notably in eastern Europe and the Middle East, since the end of the Cold War. 5 Furthermore, although nonmilitary means are important to Russia's so-called theory of victory, strategic deterrence is fundamentally a strategy based on convincing an opponent of a credible threat of using military force.

At the other end of this spectrum, strategic nuclear forces remain at the heart of Russia's strategic stability calculus, intended to prevent a regional or large-scale conflict by deterring the West. 6 Moscow is in the midst of a multiyear modernization of all three legs of its nuclear triad, although Russian experts suggest that some of the systems’ procurement is industry driven and excessive. 7 The doctrine and posture of Russia’s nonstrategic nuclear forces remains opaque, but it has long been linked to the perceived weakness of Russia’s general purpose forces and other conventional capabilities. 8 Some have noted that Russian nonstrategic nuclear forces may also intend to “offset the growing disparities” in regional ballistic missile defense. 9

In between, Moscow has heavily invested in development of conventional capabilities. Russia has extensively exercised its general purpose forces over the last five years, testing their command-and-control systems and improving their equipment, readiness, and mobility for a range of possible conflict scenarios. 10 Russia’s current force posture points primarily to a preoccupation with local contingencies on its borders with non-NATO neighbors. 11 Its concerns also extend to the potential vulnerability of Kaliningrad and Crimea. 12
As part of an effort to reduce its reliance on nuclear weapons at early stages of conflict, Russia has
developed a range of non-nuclear deterrence capabilities, including conventional precision-strike
systems (long-range cruise missiles and short-range ballistic missiles), air and missile defenses, and
various capabilities intended to disrupt an adversary’s command, control, communications,
computers, intelligence, surveillance, and reconnaissance, what the military calls C4ISR. It has
sought to demonstrate these capabilities in Ukraine and Syria.

**Tailored Escalation**

Russia’s direct and indirect uses of force have fueled debate about the role of deliberate escalation
in its strategic deterrence approach. Such escalation could be used to gain military advantage or to
get an opponent to halt its actions—an important distinction in escalation management. This
distinction is not something that Russian analysts address.

Strategic deterrence is built on Russia’s view of conflicts as defensive, preventive, and just. Russian
military writings describe it as an approach with elements of deterrence, containment, and
compellence that aims to “induce fear” in opponents. To achieve this and other effects, Russian
military theorists focus on the importance of tailoring nonmilitary means and the direct and indirect
uses of military force.

Such tailoring has proven difficult in practice for Russia. During the Ukraine crisis, Russian leadership
highlighted Russia’s nuclear status to signal that Russia’s stakes were higher than those of the West.
In addition, Russian diplomats and former officials threatened nuclear use against NATO members
and partners. Russian aircraft “buzzed” vessels, risking accidents, and engaged in other hazardous
activities. Denials by officials of Russia’s support for separatists in Ukraine, as well as the July 2014
downing of Malaysia Airlines Flight 17, also raised questions about Russia’s interest or ability to
credibly signal limits or engage in restraint.
actions may be dismissed as “information war.” To be sure, Russia’s restraint and bilateral diplomacy proved effective after Turkey downed its fighter-bomber in June 2015. Nevertheless, the absence of effective and credible crisis management mechanisms, including in the NATO-Russia Council, amplifies the danger that both sides will view nonmilitary means as propaganda that paves the way for military force.

Beginnings of a Conflict

Russian political-military analysts have discussed the dangers of unintended escalation given the proximity of NATO and Russian military forces. As conventional postures and plans are adapted to meet perceived threats, the potential for a conflict outbreak due to inadvertent or accidental escalation increases. In turn, Russia’s practical ability to manage such escalation through strategic deterrence is limited.

In a nascent crisis, Russia is likely to engage in deterrence signaling and increase the readiness of selected conventional and perhaps nuclear capabilities. Russian military writings stress the importance of tight political control over and rules of engagement for military forces, especially as they signal intent to deny domains in a conflict and engage in reconnaissance. Russian analysts also focus, however, on denying the opponent escalation dominance and achieving decisive effects in the initial period of war. They further discuss mobilization activities, including of the public. The challenge is that deterrence signaling activities may raise the risk of inadvertent escalation during a critical time, while mobilization activities could contribute to a perception that a conflict is unavoidable.

As the West’s military-political deterrence posture shifts in response to Russia’s deterrence signaling and mobilization, Russia may engage in a crisis response and rush forces to the theater. Military writings point to the likelihood of active use of cyber- and electronic warfare to disrupt Western C4ISR systems. These actions are likely to be reciprocated, resulting in a significant degree of damage and other consequences to both sides that are not yet fully understood. These may further stress policymakers’ abilities to understand escalation dynamics and control the employment of military forces in the theater.

In addition, nuclear forces may be alerted, and warheads will begin to be moved from central storage facilities to bases. Instead of successfully halting the conflict, some Russian writings suggest that these actions may heighten concerns about the vulnerability of nonstrategic nuclear weapons. Managing escalation of the conflict will depend on the mutual ability to maintain control of the use of force and understand critical thresholds.

Conventional Precision-Strike Weapons

As Russia embarked on a modernization of its conventional forces in the early 2000s, Russian military theorists advocated the creation of non-nuclear deterrence capabilities for the strategic deterrence spectrum. Some noted that such capabilities along with a doctrinal foundation could be important due to the “widely accepted consequences of nuclear weapons use and, as a result, the low credibility of nuclear weapons as a deterrence measure at early stages of conflicts among states.” Russia’s 2014 military doctrine introduced a new “forceful” strategic deterrence step that envisaged the use of precision strike weapons to coerce an opponent to halt its military actions.
Russia does not have sufficient conventional precision-strike capabilities to credibly threaten the full range of Western counterforce targets. Russian military analysts thus focus on limited strikes to inflict “deterrent damage” on “vitally” important military targets. Targets include “weak spots” of military infrastructure such as C4ISR and transportation nodes. As escalation progresses, they also discuss striking economic targets with, in theory, an aim to limit civilian losses. Such strikes would seek to damage electricity generation and distribution systems, dams, chemical production facilities, and other targets. Russian military doctrine reflects a concern about Western strikes on similar targets.

Uncertainties exist as to whether this step will be able to effectively control escalation. As some Russian commentators note, Russian doctrine does not spell out the thresholds or criteria for these strikes or how Russia will attempt to communicate what this step means. Presumably, cyberattacks will also be used to disable operations of some of the intended targets, which could contribute to confusion about the aims of conventional-weapon precision strikes. More practically, strikes on counterforce targets to inflict “deterrent damage” could result in only temporary disruptions. Strikes on economic assets may solidify an opponent’s resolve. Their consequences become even less predictable in an information-war environment.

As some Western analysts point out, Russia’s precision strike systems are dual capable, but Russian writings do not focus on the potential of an opponent’s misperception of a Russian conventional signaling strike as a nuclear one. Presumably, Russia’s inclusion of a step with conventional precision-strike weapons could have been intended as a signal of a higher nuclear threshold. As Russia’s conventional precision-strike capabilities progress, watching doctrinal and employment evolution will be essential for understanding Russia’s critical thresholds. In the meantime, this issue could benefit from bilateral military-to-military contacts and efforts to privately clarify this new doctrinal element with Western counterparts.

**Ambiguous Nuclear Thresholds**

Russian military writings in the wake of the 1999 NATO bombing of Kosovo suggested that Russia could have engaged in a single, maybe low-yield nuclear detonation as part of a warning or to press the adversary to back down. This was Russia’s way of coping with a perceived conventional vulnerability at the time, especially regarding Western precision-strike capabilities. The standard line of thinking in Russian writings was that such nuclear reliance would be obviated once credible conventional precision-strike capabilities emerged.
Beyond a statement in Russian military doctrine about nuclear use when the “existence of state” is at stake, Russia's actual threshold for nuclear use remains ambiguous. Russian military theorists view some of this ambiguity as beneficial, even though they extensively discuss what constitutes “unacceptable damage” to would-be opponents. They also outline roles for nuclear weapons at later stages of large-scale conflict in strategic operations. Some note, however, that “deterrence through use (or threat) of nuclear weapons even as limited strikes does not fully guarantee that the conflict would not take the path of escalation with the unlimited (mass) use of nuclear weapons.”

Russian political and military officials have expressed persistent concerns about an “aerospace attack” that could inflict damage on Russia’s strategic nuclear forces with conventional precision-strike weapons. This and several related threat scenarios build on Russia’s suspicions about U.S. missile defenses, especially the capabilities of Aegis Ashore launchers that are part of the European Phased Adaptive Approach and prompt global-strike systems. Russian military theorists also have concerns about inadvertent nuclear escalation that arises from the synergy of precision strike, cyber, and electronic means in combat. As the development of these capabilities continues to progress and U.S. nuclear modernization begins, it will be important to take advantage of the possibility that Russia will wish to avoid nuclear escalation and look for ways to reduce nuclear risks in a potential conflict.

**Reducing Escalation Dangers**

If a conflict involving Russia and the West breaks out tomorrow, policymakers on both sides would find themselves unprepared to deal with numerous escalation dangers. In a conflict, managing escalation will be important for the West, but it will also be critical for Russia. Western policy efforts must find ways to encourage Russia’s exercise of restraint regarding its deliberate escalation and contribute to mitigating the dangers of unintended escalation on its part.

U.S. and NATO efforts to adapt conventional deterrence postures and policies, as well as to improve resilience and strategic communication, are important ways to influence Russia’s deliberate escalation calculus. Furthermore, with regard to Russia’s “forceful” non-nuclear deterrence step, NATO needs to consider cruise missile defense approaches and “point defenses of critical airfields and command-and-control facilities.” Such steps need to be taken in tandem with clarifying

In a nuclear crisis, effective U.S./NATO-Russian communication in an environment of cyber-, electronic, and information warfare will be key to credibly signaling limits, including the absence of a threat to the “existence of state” or nuclear forces. From this perspective, the de facto absence of a credible crisis management and communication mechanism poses a significant challenge to successful escalation management. Given the failure of the NATO-Russia Council in past crises, policy efforts need to identify or create such a mechanism.

Russia’s strategic deterrence exploits the attention and fear generated by indirect uses of military force, but Russian analysts have also argued that Moscow must seriously engage Western proposals on transparency of conventional forces. There may be opportunities for the West to pursue efforts to gain further limits and notification requirements on military exercises under the 2011 Vienna Document on Confidence- and Security-Building Measures; enhanced military information exchanges, including on naval activities; and subregional risk reduction measures.

Managing the risks of accidental escalation that could result from force management errors is also essential. Western policy has allowed Russia to normalize coercive strategic deterrence activities, such as “buzzing” by military aircraft, that raise the risk of accidents involving military forces. Some in the West have advocated a plan of action on avoiding hazardous incidents in the Euro-Atlantic area. This plan provides an omnibus NATO-Russian approach to dated and piecemeal bilateral arrangements among numerous states-parties, including the 1972 Agreement on the Prevention of Incidents On and Over the High Seas and the 1989 Agreement on the Prevention of Dangerous Military Activities. Such a step may help to induce Russian restraint and accountability.

Finally, Western studies have suggested that when faced with a prospect of a nuclear conflict, both sides need to recognize that they share an interest in preventing nuclear use. In line with this, some Russian analysts have called for a high-level statement that would reaffirm U.S. President Ronald Reagan’s declaration that “a nuclear war cannot be won and must never be fought.” To be sure, Russian President Vladimir Putin recently sought to reassure a Western audience that Russia has no intentions of using its nuclear weapons for coercion because that could have escalatory consequences with global implications. Pursuing such a joint U.S.-Russian statement could thus be a useful way ahead.
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